**1.1 Define the AWS cloud and its value proposition**

**Definition of the AWS Cloud**

AWS Amazon Web Services (AWS) is a secure cloud services platform, offering compute power, database storage, content delivery and other functionality to help businesses scale and grow. Millions of customers are currently leveraging AWS cloud products and solutions to build sophisticated applications with increased flexibility, scalability and reliability.z

The AWS Cloud provides a broad set of infrastructure services (over 50 services are available), such as computing power, storage options, networking and databases, delivered as a utility: on-demand, available in seconds, with pay-as-you-go pricing. It is available with 44 availability zones within 16 geographic regions across the world - with 17 more availability zones and 6 more regions announced.

AWS’ broad security certification and accreditation, data encryption at rest and in-transit, hardware security modules and strong physical security all contribute to a more secure way to manage your business’ IT infrastructure. With the AWS Cloud, capabilities for controlling, auditing and managing identity, configuration and usage come built into the platform helping you meet your compliance, governance and regulatory requirements.

**The AWS Value Proposition**

Please consult the table below:

|  |  |
| --- | --- |
| **Principle** | **Concepts** |
| Agility | Speed  Experimentation  Innovation |
| Elasticity | Scale on demand  Eliminate wasted capacity |
| Flexibility | Broad set of products  Low to no cost to entry |
| Security | Amazon has acquired many certifications  Shared responsibility model |

**But...**

Ultimately, the greatest value will be found when architecting for cloud native technologies, rather than a "lift-and-shift" of the existing data centre.

**1.2 Identify aspects of AWS cloud economics**

Most likely, your organization is not in the business of running data centers, yet a significant amount of time and money is spent doing just that. Amazon Web Services provides a way to acquire and use infrastructure on-demand, so that you pay only for what you consume. This puts more money back into the business, so that you can innovate more, expand faster, and be better positioned to take advantage of new opportunities.

You can reduce your TCO with:

**Pay-As-You-Go Pricing**

AWS does not require minimum spend commitments or long-term contracts. You replace large upfront expenses with low variable payments that only apply to what you use. With AWS you are not bound to multi-year agreements or complicated licensing models.

**Tiered Pricing (Use More, Pay Less)**

For storage and data transfer, AWS follows a tiered pricing model. The more storage and data transfer you use, the less you pay per gigabyte. In addition, volume discounts and custom pricing are available to customers for high volume projects with unique requirements.

**Cost Optimization**

Cost Explorer is a free tool that provides pre-configured reports for common AWS spend queries for current and historical periods, as well as forecasting. It also allows you to customize the reports to meet your specific needs or to download your billing information for use in your own tools.

**Trusted Advisor**

Trusted Advisor inspects your AWS environment to finds opportunities that can save you money, improve your system performance, increase your application reliability, and help you implement security best practices. Since 2013, customers have viewed over 2.6 million best-practice recommendations and realized over $350 million in estimated cost reductions

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

# 1.3 List the different cloud architecture design principles

The Well-Architected framework has been developed to help cloud architects build the most secure, high-performing, resilient, and efficient infrastructure possible for their applications. This framework provides a consistent approach for customers and partners to evaluate architectures, and provides guidance to help implement designs that will scale with your application needs over time.

The AWS Well-Architected Framework is based on five pillars—security, reliability, performance efficiency, cost optimization, and operational excellence.

|  |  |
| --- | --- |
| **Pillar Name** | **Descrption** |
| Security | The ability to protect information, systems, and assets while delivering business value through risk assessments and mitigation strategies.  The security pillar focuses on protecting information & systems. Key topics include confidentiality and integrity of data, identifying and managing who can do what with privilege management, protecting systems, and establishing controls to detect security events. |
| Reliability | The ability of a system to recover from infrastructure or service failures, dynamically acquire computing resources to meet demand, and mitigate disruptions such as misconfigurations or transient network issues.  The reliability pillar focuses on the ability to prevent, and quickly recover from failures to meet business and customer demand. Key topics include foundational elements around setup, cross project requirements, recovery planning, and how we handle change. |
| Performance Efficiency | The ability to use computing resources efficiently to meet system requirements, and to maintain that efficiency as demand changes and technologies evolve.  The performance efficiency pillar focuses on using IT and computing resources efficiently. Key topics include selecting the right resource types and sizes based on workload requirements, monitoring performance, and making informed decisions to maintain efficiency as business needs evolve. |
| Cost Optimization | The ability to avoid or eliminate unneeded cost or suboptimal resources.  Cost Optimization focuses on avoiding un-needed costs. Key topics include understanding and controlling where money is being spent, selecting the most appropriate and right number of resource types, analyzing spend over time, and scaling to meet business needs without overspending. |
| Operational Excellence | The ability to run and monitor systems to deliver business value and to continually improve supporting processes and procedures.  The operational excellence pillar focuses on running and monitoring systems to deliver business value, and continually improving processes and procedures. Key topics include managing and automating changes, responding to events, and defining standards to successfully manage daily operations. |

These principles will be described in greater detail below.

### Core Principles

Elasticity and Scalability are two fundamental cloud architecture principles that guide the AWS Architecture.

Elasticity is the ability to use resources in a dynamic and efficient way so the traditional anti-pattern of over provisioning of infrastructure resources to cope with capacity requirements is avoided. Significantly, elasticity avoids the costs of these over provisioned resources such as power, space and maintenance. This is the AWS pay as you go/pay for what you use model.

Scalability is the ability to scale without changing the design. With AWS, scalability is achieved by scaling-out.  Infrastructure and application components are designed with the premise that they will fail, instead of a just being designed around High Availability. The technology components are commodities that can be thrown out when they fail and grown by adding more when demanded. A guiding principle is to have a consistent approach to architecture and growth.

Areas that you need to gravitate towards to successfully leverage the AWS cloud.

* Autoscaling and Bootstrapping – Autoscaling allows you to automatically horizontally scale to accommodate load. Bootstrapping allows you automatically setup your servers after they boot. (Using components such as Amazon Machine Images (AMI’s) and CloudFormation to automate)
* Loosely Coupled
* Stateless
* Horizontal
* Treat servers as disposable resources
* Automate Automate Automate
* Focus on services, not servers
* Database is the base of it all
* Be sure to remove single points of failure
* Optimize for cost
* Caching
* Security

These principles help when architecting for the AWS cloud.

# 2.1 Define the AWS shared responsibility model

AWS shares the responsibility for security with the customers as shown in their graphic below.  AWS is responsible for the physical security of the facilities as well as the infrastructure that includes compute, database, storage and networking resources. The customer is responsible for software, data and access that sits on top of the infrastructure layer.

|  |
| --- |
| **Shared Responsibility Model** |
|  |

**2.2 Define AWS cloud security and compliance concepts**

Cloud security at AWS is the highest priority. As an AWS customer, you will benefit from a data center and network architecture built to meet the requirements of the most security-sensitive organizations.

An advantage of the AWS cloud is that it allows customers to scale and innovate, while maintaining a secure environment. Customers pay only for the services they use, meaning that you can have the security you need, but without the upfront expenses, and at a lower cost than in an on-premises environment.

**Infrastructure Security**

* Network firewalls built into Amazon VPC.
* TLS encryption in transit across all services.
* Private or dedicated connections into your data centre

**Infrastructure Resilience**

* Technologies built from the ground up for resilience in the face of DDoS attacks.
* Services can be used in combination to automatically scale for traffic load.
* Autoscaling, CloudFront, Route 53 can be used to prevent DDoS.

**Data Encryption**

* Encryption at rest available in EBS, S3, Glacier, RDS (Oracle and SQL Server) and Redshift.
* Key management through AWS KMS - you can choose whether to control the keys or let AWS.
* Server side encryption of message queues in SQS.
* Dedicated hardware-based cryptographic key storage using AWS CloudHSM, allowing you to satisfy compliance requirements.
* APIs to integrate AWS security into any applications you create.

**Standards and Best Practices**

* A security assessment service, Amazon Inspector, that automatically assesses applications for vulnerabilities or deviations from best practices, including impacted networks, OS, and attached storage
* Deployment tools to manage the creation and decommissioning of AWS resources according to organization standards
* Inventory and configuration management tools, includingAWS Config, that identify AWS resources and then track and manage changes to those resources over time
* Template definition and management tools, including AWS CloudFormation to create standard, preconfigured environments

**Monitoring and Logging**

* Deep visibility into API calls through AWS CloudTrail, including who, what, who, and from where calls were made
* Log aggregation options, streamlining investigations and compliance reporting
* Alert notifications through Amazon CloudWatch when specific events occur or thresholds are exceeded

**Identity and Access Control**

* AWS Identity and Access Management (IAM) lets you define individual user accounts with permissions across AWS resources
* AWS Multi-Factor Authentication for privileged accounts, including options for hardware-based authenticators
* AWS Directory Service allows you to integrate and federate with corporate directories to reduce administrative overhead and improve end-user experience

**Security Support**

* Real-time insight through AWS Trusted Advisor
* Proactive support and advocacy with a Technical Account Manager (TAM)

**Compliance Assurance Programs**

From certifications, regulations to frameworks, AWS has you covered. Some of those included are:

* Cyber Essentials Plus (UK)
* DoD SRG (US)
* FIPS (US)
* ISO 9001
* CISPE
* GLBA
* UK Data Protection Act
* EU Data Protection Directive
* FFIEC
* G-Cloud (UK)
* NIST
* UK Cloud Security Principles

**2.3 Identify AWS access management capabilities**

AWS access management is provided through AWS IAM - Identity and Access Management. AWS Identity and Access Management (IAM) enables you to securely control access to AWS services and resources for your users. Using IAM, you can create and manage AWS users and groups, and use permissions to allow and deny their access to AWS resources.

IAM is a feature of your AWS account offered at no additional charge. You will be charged only for use of other AWS services by your users.

IAM allows you to:

* Manage IAM users and their access – You can create users in IAM, assign them individual security credentials (in other words, access keys, passwords, and multi-factor authentication devices), or request temporary security credentials to provide users access to AWS services and resources. You can manage permissions in order to control which operations a user can perform.
* Manage IAM roles and their permissions – You can create roles in IAM and manage permissions to control which operations can be performed by the entity, or AWS service, that assumes the role. You can also define which entity is allowed to assume the role. In addition, you can use service-linked roles to delegate permissions to AWS services that create and manage AWS resources on your behalf.
* Manage federated users and their permissions – You can enable identity federation to allow existing identities (users, groups, and roles) in your enterprise to access the AWS Management Console, call AWS APIs, and access resources, without the need to create an IAM user for each identity.

**Access and Federation**

You can grant other people permission to administer and use resources in your AWS account without having to share your password or access key.

Also you can allow users who already have passwords elsewhere—for example, in your corporate Active Directory or with an Internet identity provider—to get access to your AWS account. You can use any identity management solution that supports SAML 2.0.

**Granular Permissions**

You can grant different permissions to different people for different resources. For example, you might allow some users complete access to Amazon Elastic Compute Cloud (Amazon EC2), Amazon Simple Storage Service (Amazon S3), Amazon DynamoDB, Amazon Redshift, and other AWS services. For other users, you can allow read-only access to just some S3 buckets, or permission to administer just some EC2 instances, or to access your billing information but nothing else.

IAM also enables you to add specific conditions such as time of day to control how a user can use AWS, their originating IP address, whether they are using SSL, or whether they have authenticated with a multi-factor authentication device.

**Securing Application Access**

You can use IAM features to securely give applications that run on EC2 instances the credentials that they need in order to access other AWS resources, like S3 buckets and RDS or DynamoDB databases.

**Multi Factor Authentication**

You can add two-factor authentication to your account and to individual users for extra security. With MFA you or your users must provide not only a password or access key to work with your account, but also a code from a specially configured device.

**2.4 Identify resources for security support**

**AWS Support**

AWS Support provides tools and resources to help you make sure your AWS environment is built and operated to be secure, highly available, efficient, and cost effective. With a focus on the security and operational health of your infrastructure, AWS Support provides:

* Real-time insight through AWS Trusted Advisor. Trusted Advisor is an online tool that serves as your customized cloud expert, and helps you provision your resources by following best practices. Trusted Advisor inspects your AWS environment and finds opportunities to save money, improve system performance and reliability, or help close security gaps.
* Proactive support and advocacy through Technical Account Manager (TAM). Your TAM is your single point of contact and advocate who provides technical expertise across the full range of AWS services. TAMs work closely with you to deliver proactive guidance and early awareness of new features and recommendations. And should any unplanned issues arise, your TAM ensures that they are resolved as swiftly as possible.

The full range of AWS Trusted Advisor checks is available to all customers with Business and Enterprise Level Support, and Technical Account Managers are included with Enterprise Support.

**Professional Services**

AWS Professional Services and the AWS Partner Network can help you create more comprehensive solutions to security problems, everything from strategic advice, deployments, to re-engineering your security processes. Example engagements include:

* Enterprise Security Architecture. Evaluate the nature of the workloads you are deploying in AWS, along with your security needs and define an architecture and set of security controls that will protect your data and workloads according to best practices.
* Policies and Controls-Mapping. Examine your requirements based upon your security policy and any third party or regulatory mandates and provide detailed recommendations on how to satisfy those requirements and demonstrate compliance.
* Security Operations Playbook. Define the right organizational structures and processes to ensure that security controls are working correctly, as well as detect and respond to security issues that arise within your AWS environment
* Business Unit Workshops. Work with IT and Business Leaders across your organization to understand their plans and strategies around Cloud adoption, educate them on the best way to satisfy their requirements while minimizing risks to the organization, and devise an organization wide security framework for deploying workloads on AWS.

**3.1 Define methods of deploying and operating in the AWS cloud**

Amazon Web Services offers multiple options for provisioning your IT infrastructure and the deployment of your applications. Whether it is a simple three-tier application or a complex set of workloads, the deployment model varies from customer to customer. But with the right techniques, AWS can help you pick the best strategy and tool set for deploying an infrastructure that can handle your workload. **The main principles to remember are AAA - Automate, Automate, Automate.**

**AWS Elastic Beanstalk**

Elastic Beanstalk is a high-level deployment tool that helps you get an app from your desktop to the web in a matter of minutes. Elastic Beanstalk handles the details of your hosting environment—capacity provisioning, load balancing, scaling, and application health monitoring—so you don't have to.

A platform configuration defines the infrastructure and software stack to be used for a given environment. When you deploy your app, Elastic Beanstalk provisions a set of AWS resources that can include Amazon EC2 instances, alarms, a load balancer, security groups, and more.

**AWS CloudFormation**

AWS CloudFormation is a service that helps you model and set up your Amazon Web Services resources so that you can spend less time managing those resources and more time focusing on your applications that run in AWS. You create a template that describes all the AWS resources that you want (like Amazon EC2 instances or Amazon RDS DB instances), and AWS CloudFormation takes care of provisioning and configuring those resources for you.

**AWS OpsWorks**

AWS OpsWorks is a configuration management service that helps you configure and operate applications in a cloud enterprise by using Chef. There are 2 variants: AWS OpsWorks Stacks and AWS OpsWorks for Chef Automate.

**AWS OpsWorks Stacks**

AWS OpsWorks Stacks, the original service, provides a simple and flexible way to create and manage stacks and applications. AWS OpsWorks Stacks lets you deploy and monitor applications in your stacks. Unlike AWS OpsWorks for Chef Automate, AWS OpsWorks Stacks does not require or create Chef servers; AWS OpsWorks Stacks performs some of the work of a Chef server for you. AWS OpsWorks Stacks monitors instance health, and provisions new instances for you, when necessary, by using Auto Healing and Auto Scaling.

**AWS OpsWorks for Chef Automate**

AWS OpsWorks for Chef Automate lets you create AWS-managed Chef servers that include Chef Automate premium features, and use the Chef DK and other Chef tooling to manage them. WS OpsWorks for Chef Automate manages both Chef Automate Server and Chef Server software on a single instance.

**AWS CodeCommit**

AWS CodeCommit is a fully-managed source control service that makes it easy for companies to host secure and highly scalable private Git repositories. CodeCommit integrates with AWS CodePipeline and AWS CodeDeploy to streamline your development and release process.

**AWS CodePipeline**

AWS CodePipeline is a continuous integration and continuous deliveryservice for fast and reliable application and infrastructure updates. CodePipeline builds, tests, and deploys your code every time there is a code change, based on the release process models you define.

**AWS CodeDeploy**

AWS CodeDeploy is a service that automates code deployments and software deployments to any instance, including Amazon EC2 instances and instances running on-premises. AWS CodeDeploy makes it easier for you to rapidly release new features, helps you avoid downtime during application deployment, and handles the complexity of updating your applications.

**Amazon EC2 Container Service**

Amazon EC2 Container Service (ECS) is a highly scalable, high performance container management service that supports Docker containers and allows you to easily run applications on a managed cluster of Amazon EC2 instances. Amazon ECS eliminates the need for you to install, operate, and scale your own cluster management infrastructure.

**Non-AWS Solutions**

**Infrastructure as Code**

* Terraform
* Salt Stack

**Configuration Management**

* Chef
* Puppet

**Continuous Integration**

* Jenkins
* TeamCity

**Hosted Version Control Repositories**

* GitHub
* GitLab

**General Principles**

**Good Practice**

* Provision infrastructure from code
* Deploy artefacts automatically from version control
* Configuration managed from code and applied automatically
* Scale your infrastructure automatically
* Monitor every aspect of the pipeline and the infrastructure (CloudWatch)
* Logging for every action (CloudWatch Logs and CloudTrail)
* Instance profiles for embedding IAM roles to instances automatically
* Use variables, don't hard code values
* Tagging can be used with automation to provide more insights about what has been provisioned

**Updating Your Stack**

There are many ways to update your stack.

* You can update your AMIs and then deploy a new environment from them.
* You can use CI tools to deploy the code to existing environments.
* You can use the "blue/green" method to have one "Production code" environment (blue) and one environment for the next version (green). When it is time to upgrade the traffic is simply switched from the blue stack to the green stack.

**3.2 Define the AWS global infrastructure**

The AWS Cloud operates 44 Availability Zones within 16 geographic Regions around the world, with announced plans for 17 more Availability Zones and six more Regions in Bahrain, China, France, Hong Kong, Sweden, and a second AWS GovCloud Region in the US.

**AWS Regions and Availability Zones**

The AWS Cloud infrastructure is built around Regions and Availability Zones (“AZs”). A Region is a physical location in the world where we have multiple Availability Zones. Availability Zones consist of one or more discrete data centers, each with redundant power, networking and connectivity, housed in separate facilities. These Availability Zones offer you the ability to operate production applications and databases which are more highly available, fault tolerant and scalable than would be possible from a single data center. The AWS Cloud operates 44 Availability Zones within 16 geographic Regions around the world.

**Region & Number of Availability Zones**

**US East**

N. Virginia (6), Ohio (3)

**US West**

N. California (3), Oregon (3)

**Asia Pacific**

Mumbai (2), Seoul (2), Singapore (2), Sydney (3), Tokyo (3)

**Canada**

Central (2)

**China**

Beijing (2)

**Europe**

Frankfurt (3), Ireland (3), London (2)

**South America**

São Paulo (3)

**AWS GovCloud (US-West) (2)**

The components are:

* Availability Zones (AZs)
* Regions
* Edge Locations
* Regional Edge Caches

**High Availability Through Multiple Availability Zones**

Unlike virtually every other technology infrastructure provider, each AWS Region has multiple Availability Zones and data centers. As we’ve learned from running the leading cloud infrastructure technology platform since 2006, customers who care about the availability and performance of their applications want to deploy these applications across multiple Availability Zones in the same region for fault tolerance and low latency. Availability Zones are connected to each other with fast, private fiber-optic networking, enabling you to easily architect applications that automatically fail-over between Availability Zones without interruption.

**Improving Continuity With Replication Between Regions**

In addition to replicating applications and data across multiple data centers in the same Region using Availability Zones, you can also choose to increase redundancy and fault tolerance further by replicating data between geographic Regions. You can do so using both private, high speed networking and public internet connections to provide an additional layer of business continuity, or to provide low latency access across the globe.

**Meeting Compliance and Data Residency Requirements**

You retain complete control and ownership over the region in which your data is physically located, making it easy to meet regional compliance and data residency requirements.

**Geographic Expansion**

The AWS Cloud has announced plans to expand with 17 new Availability Zones in six new geographic Regions: Bahrain, China, France, Hong Kong, Sweden, and a second AWS GovCloud Region in the US.

**Edge Locations**

Edge Locations are AWS sites deployed in major cities and highly populated areas across the globe. They far outnumber the number of availability zones available.

While Edge Locations are not used to deploy your main infrastructures such as EC2 instances, EBS storage, VPCs, or RDS resources like AZs, they are used by AWS services such as AWS CloudFront and AWS Lambda@Edge (currently in Preview) to cache data and reduce latency for end user access by using the Edge Locations as a global Content Delivery Network (CDN).

As a result, Edge Locations are primarily used by end users who are accessing and using your services.

For example, you may have your website hosted on EC2 instances and S3 (your origin) within the Ohio region with a configured CloudFront distribution associated. When a user accesses your website from Europe, they would be re-directed to their closest Edge Location (in Europe) where cached data could be read on your website, significantly reducing latency.

# 3.3 Identify the core AWS services

Here’s a list of what services you should definitely know, but don’t be surprised if you see questions about other ones as well:

* EC2
* VPC
* S3
* RDS
* Lambda
* Route 53
* SNS
* SQS
* ELB

The level of detail in each question depends on the service. More widely-used services may require a bit more knowledge, and others will only require that you know what a service does. For example, EC2 is arguably one of the most important AWS services, and so you could be asked questions about different instance types in different scenarios. On the other hand, you may only be asked to choose the best description of a service like CloudFront.

In addition to the traditional services, the exam covers other AWS technology, including the command line interface (CLI) and software development kit (SDK). You may also see questions that overlap with other exam domains. For example, services like AWS Trusted Advisor and AWS Cost Calculator may fall into the technology domain as well as billing and pricing.

## EC2

Amazon Elastic Compute Cloud (Amazon EC2) is a web service that provides secure, resizable compute capacity in the cloud. It is designed to make web-scale cloud computing easier for developers.

### Instance Types

#### General Purpose

**T2 -** T2 instances are Burstable Performance Instances that provide a baseline level of CPU performance with the ability to burst above the baseline.

**M4 -** M4 instances are the latest generation of General Purpose Instances. This family provides a balance of compute, memory, and network resources, and it is a good choice for many applications.

#### Compute Optimised

**C4 -** C4 instances are the latest generation of Compute-optimized instances, featuring the highest performing processors and the lowest price/compute performance in EC2.

#### Memory Optimised

**X1 -** X1 Instances are optimized for large-scale, enterprise-class, in-memory applications and high-performance databases, and have the lowest price per GiB of RAM among Amazon EC2 instance types.

**R4 -** R4 instances are optimized for memory-intensive applications and offer better price per GiB of RAM than R3. The RAM sizes are a step below the X1s.

#### Accelerated Computing

**P2 -** P2 instances are intended for general-purpose GPU compute applications.

**G3 -** G3 instances are optimized for graphics-intensive applications. The GPU specs are a step below the P2s.

**F1 -** F1 instances offer customizable hardware acceleration with field programmable gate arrays (FPGAs).

#### Storage Optimised

**I3 -** High I/O instances. This family includes the High Storage Instances that provide Non-Volatile Memory Express (NVMe) SSD backed instance storage optimized for low latency, very high random I/O performance, high sequential read throughput and provide high IOPS at a low cost.

**D2 -** Dense-storage instances. D2 instances feature up to 48 TB of HDD-based local storage, deliver high disk throughput, and offer the lowest price per disk throughput performance on Amazon EC2.

### Pricing

Amazon EC2 is free to try. There are four ways to pay for Amazon EC2 instances: On-Demand, Reserved Instances, and Spot Instances. You can also pay for Dedicated Hosts which provide you with EC2 instance capacity on physical servers dedicated for your use.

#### On-Demand

With On-Demand instances, you pay for compute capacity by per hour or per second depending on which instances you run. No longer-term commitments or upfront payments are needed.

#### Spot Instances

Amazon EC2 Spot instances allow you to bid on spare Amazon EC2 computing capacity for up to 90% off the On-Demand price. Spot instances are recommended for applications that have flexible start and end times, applications that are only feasible at very low compute prices or users with urgent computing needs for large amounts of additional capacity.

#### Reserved Instances

Reserved Instances provide you with a significant discount (up to 75%) compared to On-Demand instance pricing. For applications that have steady state or predictable usage, require reserved capacity or can commit to using EC2 for a 1 or 3 year period, Reserved Instances can provide significant savings compared to using On-Demand instances.

#### Per-Second Billing

With per-second billing, you pay for only what you use. It takes cost of unused minutes and seconds in an hour off of the bill, so you can focus on improving your applications instead of maximising usage to the hour.

### Security Groups

A security group acts as a virtual firewall that controls the traffic for one or more instances. When you launch an instance, you associate one or more security groups with the instance. You add rules to each security group that allow traffic to or from its associated instances. You can modify the rules for a security group at any time; the new rules are automatically applied to all instances that are associated with the security group. When we decide whether to allow traffic to reach an instance, we evaluate all the rules from all the security groups that are associated with the instance.

## S3

Amazon S3 is object storage built to store and retrieve any amount of data from anywhere – web sites and mobile apps, corporate applications, and data from IoT sensors or devices. It is designed to deliver 99.999999999% durability, provides comprehensive security and compliance capabilities that meet even the most stringent regulatory requirements and gives customers flexibility in the way they manage data for cost optimization, access control, and compliance. Also, S3 is the only cloud storage solution with query-in-place functionality, allowing you to run powerful analytics directly on your data at rest in S3.

### Storage Classes

Amazon S3 offers a range of storage classes designed for different use cases. Lifecycle transitions can be used to move data between classes, given certain events.

#### Amazon S3 Standard

Designed for general-purpose storage of frequently accessed data. Delivers low latency and high throughput, perfect for a wide variety of use cases. There is no retrieval fee, minimum object size or minimum storage duration.

#### Amazon S3 Standard - Infrequent Access

Designed for long-lived, but less frequently accessed data. For data that is accessed less frequently, but requires rapid access when needed. Standard - IA offers the high durability, throughput, and low latency of Amazon S3 Standard, with a low per GB storage price and per GB retrieval fee.

#### Amazon Glacier

Designed for long-term archive. Secure, durable, and extremely low-cost storage service for data archiving. You can reliably store any amount of data at costs that are competitive with or cheaper than on-premises solutions. Amazon Glacier provides three options for access to archives, from a few minutes to several hours.

## RDS

Amazon Relational Database Service (Amazon RDS) makes it easy to set up, operate, and scale a relational database in the cloud. It provides cost-efficient and resizable capacity while automating time-consuming administration tasks such as hardware provisioning, database setup, patching and backups.

Amazon RDS is available on several database instance types - optimized for memory, performance or I/O. RDS provides you with six familiar database engines to choose from. Amazon RDS supports encryption at rest and in transit, using keys managed through KMS. Backups are automated, user-initiated snapshots are available and database software is updated automatically.

### Instance Types

·         Standard

·         Memory Optimized

·         Micro Instances

### Database Engines

·         Amazon Aurora

·         PostgreSQL

·         MySQL

·         MariaDB

·         Oracle

·         Microsoft SQL Server

### Supporting Services

#### AWS Database Migration Service

AWS Database Migration Service can help you migrate databases to AWS easily and securely. The source database remains fully operational during the migration, minimizing downtime to applications that rely on the database. The AWS Database Migration Service can migrate your data to and from most widely used commercial and open-source databases. The service supports homogenous migrations such as Oracle to Oracle, as well as heterogeneous migrations between different database platforms, such as Oracle to Amazon Aurora or Microsoft SQL Server to MySQL.

It also allows you to stream data to Amazon Redshift, Amazon DynamoDB, and Amazon S3 from any of the supported sources including Amazon Aurora, PostgreSQL, MySQL, MariaDB, Oracle, SAP ASE, SQL Server and MongoDB, enabling consolidation and easy analysis of data in the petabyte-scale data warehouse. AWS Database Migration Service can also be used for continuous data replication with high-availability.

#### AWS Schema Conversion Tool

The AWS Schema Conversion Tool makes heterogeneous database migrations predictable by automatically converting the source database schema and a majority of the database code objects, including views, stored procedures, and functions, to a format compatible with the target database. Any objects that cannot be automatically converted are clearly marked so that they can be manually converted to complete the migration. SCT can also scan your application source code for embedded SQL statements and convert them as part of a database schema conversion project.

Your source database can be on-premises, or in Amazon RDS or EC2 and the target database can be in either Amazon RDS or EC2. The AWS Schema Conversion Tool supports conversions from multiple RBMS providers to an equivalent database in RDS, or from multiple data warehouse providers to Amazon Redshift.

## Lambda

AWS Lambda lets you run code without provisioning or managing servers. You pay only for the compute time you consume - there is no charge when your code is not running. With Lambda, you can run code for virtually any type of application or backend service - all with zero administration.

AWS Lambda automatically scales your application by running code in response to each trigger. Your code runs in parallel and processes each trigger individually, scaling precisely with the size of the workload. With AWS Lambda, you are charged for every 100ms your code executes and the number of times your code is triggered. You don't pay anything when your code isn't running.

## Route 53

Amazon Route 53 is a highly available and scalable cloud Domain Name System (DNS) web service. You can use Amazon Route 53 to configure DNS health checks to route traffic to healthy endpoints or to independently monitor the health of your application and its endpoints.

Amazon Route 53 Traffic Flow makes it easy for you to manage traffic globally through a variety of routing types, including Latency Based Routing, Geo DNS, Geoproximity, and Weighted Round Robin—all of which can be combined with DNS Failover in order to enable a variety of low-latency, fault-tolerant architectures. Using Amazon Route 53 Traffic Flow’s simple visual or, you can easily manage how your end-users are routed to your application’s endpoints—whether in a single AWS region or distributed around the globe.

Amazon Route 53 also offers Domain Name Registration – you can purchase and manage domain names such as example.com and Amazon Route 53 will automatically configure DNS settings for your domains.

Amazon Route 53 is integrated with Elastic Load Balancing (ELB).

## SNS

Amazon Simple Notification Service (SNS) is a Pub/Sub messaging and mobile notifications for microservices, distributed systems, and serverless applications. Amazon SNS Mobile Notifications makes it simple and cost effective to send push notifications to iOS, Android, Fire OS, Windows and Baidu-based devices. It supports HTTP/HTTPS, Email/Email-JSON, SMS or Amazon Simple Queue Service (SQS) queues, or AWS Lambda functions.

## Amazon DevPay

Amazon DevPay is a simple-to-use online billing and account management service that makes it easy for businesses to sell applications that are built in, or run on top of, Amazon Web Services.

## Amazon QuickSight

Amazon QuickSight is a fast business analytics service you can use to build visualizations, perform ad hoc analysis, and quickly get business insights from your data. You can access data from multiple sources – upload files or connect to AWS data sources or external databases.

**3.4 Identify resources for technology support**

The resources available to you for technical support depend on your support plan. They are:

* Developer Support
* Business Support
* Enterprise Support

**AWS Support Ticket**

If you are on one of these AWS Support plans you can raise a ticket. It's much faster to get support via the console and create a request.

**Technical Account Manager**

Your designated Technical Account Manager (TAM) is your primary point of contact who provides guidance, architectural review, and ongoing communication to keep you informed and well prepared as you plan, deploy, and proactively optimize your solutions.

* A dedicated voice within AWS to serve as your technical point of contact and advocate
* Proactive guidance and best practices to help optimize your AWS environment
* Orchestration and access to the breadth and depth of technical expertise across the full range of AWS

**Trusted Adviser**

AWS Trusted Advisor is an online resource that helps you provision your resources following best practices to help reduce cost, increase performance and fault tolerance, and improve security by optimizing your AWS environment. While the four core checks are available to all AWS customers, the full power of AWS Trusted Advisor is available with Business and Enterprise Support plans.

* Guidance on getting the optimal performance and availability based on your requirements
* Opportunities to reduce your monthly spend and retain or increase productivity
* Best practices to help increase security

**AWS Whitepapers**

AWS Whitepapers features a comprehensive list of technical AWS whitepapers, covering topics such as architecture, security, and economics. These whitepapers have been authored by the AWS Team, independent analysts, or the AWS Community (Customers or Partners).

**AWS Service Health Dashboard**

This is a general view of the health of all AWS services.

<https://status.aws.amazon.com/>

**AWS Personal Health Dashboard**

This is a personal view of the health of the AWS services that are used by you.

**4.1 Compare and contrast the various pricing models for AWS**

The pricing models for AWS are principally "Compute Resources" and "Data Storage and Transfer". However, there are also other pricing models such as request pricing, monthly targeted audience (MTA) pricing, events collected pricing, messages sent pricing, and more.

Below, we’ll explain the differences between the two major pricing models, so before you decide to use a service, be sure to check which one it uses.

**Compute Resources**

When you use compute resources, you pay on an hourly basis from the time you launch a resource until the time you terminate it. You can also get volume discounts up to 10% when you reserve more. The following Amazon Web Services fall under the compute resources pricing model.

* AWS Lambda
* Amazon Lightsail
* Elastic Load Balancing
* Amazon EC2 Container Registry
* Amazon Virtual Private Cloud (VPC)
* Amazon Elastic Compute Cloud (EC2)

**Data Storage and Transfer**

When you use data storage and transfer resources, you pay on a per-gigabyte basis. This pricing model is also known as *tiered*. This means that several different aspects of the service differ in cost. For instance, Amazon S3 has different prices for storage, requests, and data transfer. However, the more you use, the less you pay per gigabyte! The following services fall under the data storage and transfer pricing model.

* AWS Snowball
* Amazon Glacier
* AWS Snowmobile
* AWS Snowball Edge
* AWS Storage Gateway
* Amazon Elastic File System (EFS)
* Amazon Elastic Block Storage (EBS)
* Amazon Simple Storage Service (S3)

**4.2 Recognize the various account structures in relation to AWS billing and pricing**

Accounts act as the main billing entity for AWS Resources. Different billing options are available including invoicing, such as "consolidated billing" - letting one account pick up the bill for multiple ‘sub accounts’. With regards to billing we can set up billing alerts, AWS Budgets and automated bill reporting for better insights. We can also utilise tagging for better cost allocation.

**AWS Account Structures**

**Business Unit (BU) Account Structure**

This account structure can be beneficial for customers who want to align their AWS operational and billing controls with individual BUs. It offers individual units operational autonomy while providing a company with a consolidated bill and combined view of all AWS charges, separated by group, OU, or cost center.

**Environment Lifecycle Account Structure**

This account structure can be beneficial for customers who want to align their AWS operational and billing controls with their application development lifecycle. It offers development-lifecycle operational autonomy while providing a company with a consolidated bill and combined view of all AWS charges, separated by development environment.

**Project-Based Account Structure**

This account structure can be beneficial for customers who want to align their AWS operational and billing controls by product, application workload, or program. It offers project or workload operational autonomy while providing the company with a consolidated bill and combined view of all AWS charges, separated by project. This structure also simplifies the ability to trigger cost alerts based on project, application workload, or program consumption of AWS resources.

**Hybrid AWS Account Structures**

The basic account structures described previously work for most small companies, however some larger AWS customers find it advantageous to create hybrid combinations that group accounts by multiple dimensions.

**Other Billing and Pricing Considerations**

**Consolidated Billing for Organizations**

You can use the consolidated billing feature in AWS Organizations to consolidate payment for multiple AWS accounts. With consolidated billing, you can see a combined view of AWS charges incurred by all of your accounts.  You also can get a cost report for each member account that is associated with your master account. Consolidated billing is offered at no additional charge.

**Resource Tagging**

Resource tagging can help track expenses throughout the model. Some of the tags that can be useful for billing purposes include:

* Owner – Used to identify who is responsible for the resource
* Cost Center/Business Unit – Used to identify the cost center or business unit associated with a resource; typically for cost allocation and tracking
* Customer – Used to identify a specific client that a particular group of resources serves
* Project – Used to identify the project(s) the resource supports

Customers can activate an AWS-generated *createdBy* tag that is automatically applied for cost allocation purposes, to help account for resources that might otherwise go uncategorized. The *createdBy* tag is available for supported AWS services and resources only, and its value contains data associated with specific API or console events.

**4.3 Identify resources available for billing support**

The quickest way to find answers to questions about your bill might be to start with the AWS Knowledge Center.

In addition, all AWS account owners have access to account and billing support free of charge. Only personalized technical support requires a support plan. For more information, visit the AWS Support web site.

It is also worthwhile to know that the AWS Cost Calculator can be used to provide an estimate for your monthly bill. Also Trusted Advisor can help with reducing costs, by suggesting changes to your existing infrastructure.

This section guides you through contacting AWS Support and opening a support case for your billing inquiry, which is the fastest and most direct method for communicating with AWS Support. AWS Support does not publish a direct phone number for reaching a support representative.

**Contacting AWS Support**

1. Sign in and navigate to the AWS Support Center. If prompted, type the email address and password for your account.
2. Choose **Open a new case**.
3. On the **Open a new case** page, select **Account and Billing Support**and fill in the required fields on the form.

After you complete the form, you can choose **Web** for an email response, or **Phone** to request a telephone call from an AWS Support representative. Instant messaging support is not available for billing inquiries.

**Support Concierge**

Included as part of the Enterprise Support plan, the Support Concierge is a billing and account expert who provides quick and efficient analysis and assistance. Your assigned Concierge addresses all non-technical billing and account level inquiries - freeing up your time to run your business.

* A primary contact to help manage AWS billing and account-level services
* Proactive guidance and best practices for billing allocation, consolidation of accounts, and root-level account security
* Direct access to a billing advocate for payment inquiries, cost reports, service limits, and bulk purchases